MEMORANDUM OF UNDERSTANDING

BETWEEN

THE CHINESE CRYPTOLOGY AND INFORMATION SECURITY
ASSOCIATION, TAIWAN, R.O.C.

AND

INSTITUTE OF SYSTEMS AND INFORMATION TECHNOLOGIES
AND NANOTECHNOLOGIES

INFORMATION SECURITY LABORATORY, JAPAN

This Memorandum of Understanding (hereinafter referred to as the “Memorandum”) is
made on January 1, 2013, by and between The Chinese Cryptology and Information
Security Association (hereinafter referred to as “CCISA”) with its principal offices located
at 4F, Computing Center, National Kaohsiung Normal University, 116, Heping 1%' Road,
Kaohsiung 802, Taiwan and Institute of Systems and Information Technologies and
Nanotechnologies, Information Security Laboratory (hereinafter referred to as
“ISIT-Security Lab.”), with its principal offices located at Fukuoka SRP Center Building,
2-1-22, Momochihama, Sawara-ku, Fukuoka City 814-0001, Japan. CCISA and
ISIT-Security Lab. agree to execute this Memorandum for the purpose of developing a
spirit of amity with each other. The two organizations will cooperate in developing
friendship and mutual interests on a reciprocal basis, and to respect the independence
and equal status of each organization. Now, therefore, in consideration of the mutual
promises made herein, the parties (sometimes referred to herein collectively as “the
Parties”, and individually as a “Party”) hereby agree with the following general provisions
and terms:



ARTICLE 1. EXECUTION PERIOD
The Memorandum shall take effect from the last date of signing by both parties and
shall remain in force for three years from the date of execution (the “Execution
Period”), unless extended or modified by mutual advance written consent.

ARTICLE 2. SCOPE OF COOPERATION
The Parties have identified the following areas of common interest for cooperation:
Design of Cryptographic Protocols
Privacy and Trust
Public-key Primitive
Network Security
Mobile Security
Multimedia Security
Other areas in cryptography and information security as mutually agreed
upon by the Parties

ARTICLE 3. FORMS OF COOPERATION
The five forms of cooperation under the Memorandum are listed as follows:

(1) Exchange of Academic Materials, Information and Publications
For the mutual complementary interest of both parties, ISIT-Security Lab. and
CCISA shall exchange academic materials, information and publications.

(2) Personnel Exchange
Each party shall send its research engineers to the other party for the purposes of
studying, visiting or joining the research activities and receiving advanced training
from the other party. In case either party sends its personnel to the other party to
receive advanced training under the programs, the hosting party shall provide office
space, computer equipment, laboratory facilities and technical guidance to the
trainees during the period of training.

(3) Joint International Conferences and/or Seminars
With a view to enhancing the cooperative relationship between the two
organizations, ISIT-Security Lab. and CCISA shall hold mutual consultations on the
basis of practical needs, and hold joint international conferences and/or seminars
by turns.



(4) Collaborative Research and Development Projects
The Parties shall engage in the cooperative joint projects, which shall include, but
not be limited to, technical assistance, technical consultant and technology transfer,
which shall be specified by a separate contract, on a case-by-case basis. With
regards to joint research and development projects, the staff members of each
party, at the request of the other party, will provide further guidance to the hosting
party in the capacity of technical consultants.

ARTICLE 4. RELEASE OF INFORMATION
Neither Party should disclose or distribute any information that has been provided
by the other party, without obtaining a prior written consent.

ARTICLE 5. THE OTHERS
The Parties shall engage in other activities to better enhance mutual understanding
and collaboration. Any other specific requirement (Term and Condition) not
expressly stated in the Memorandum shall be fully described in the forms of
“Supplementary Provisions”, “Miscellaneous Provisions” and other agreements
signed by both parties.

In witness whereof, each of the parties hereto has caused the Memorandum to be
executed by its duly authorized representative putting his signature on the
respective dates entered below. The Memorandum is prepared in English in two
originals and each party will retain one original.

Institute of Systems and The Chinese Cryptology and
Information Technologies and Information Security
Nanotechnologies, Association

Information Security Laboratory

Signature: Signature:
Name: Kouichi Sakurai Name: Chung-Huang Yang
Title:  Director Title: President

Date: Date:
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